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CREDIT CARD PROCESSING – SETUP, STORING BY TOKENIZATION, CHARGING AND REFUNDING 

Setup for Credit Card processing is done in the Territories screen in Setup Franchise > Territories.  This is to allow separate processing accounts to be used per territory. 

  

 

 



EPN SETUP 

1. Go to Setup Franchise > Territories. 

2. Edit Territory 

 



3. Select eProcessing Network as Credit Card Processor. 

4. Enter your ePN account number. 

5. Enter your Restrict Key. 

6. Set Processor Code to 0. 

*  Once the first card is tokenized or refund is processed, the Processor Code will change to 1 and the Restrict Key will be tokenized, 

appearing to be a different Restrict Key than what was entered.* 

 

7. Technicians must do an office sync on the mobile app to connect to the CC processing information. 

 

 

 

 

 



AUTHORIZE.NET SETUP 

1. Go to Setup Franchise > Territories. 

2. Edit Territory 

 



 

 

 

MOBILE APP PROCESSING 

1. Select Authorize.net as Credit Card Processor 

2. Enter Account Number used to log into the Authorize.net website. 

3. Enter Password used to log into the Authorize.net website. 

a. Authorize.net requires this password to be changed every 60 days.  When the password is changed on the website, it must also be 

changed here.  Techs need to do an Office Sync on the iPad to get the new password. 

 

 

4. Technicians must do an office sync on the mobile app to connect to the CC processing information. 



5. The first time credit card processing is attempted on the mobile app, a message will come up saying “Initializing…” then “Logging in…” then 

“Please enable the device in the Authorize.Net merchant interface website.” 

6. Log into the Authorize.net website once the “Please enable” message is received on the iPad. 

7. Go to Account > Settings > Mobile Device Management. 

8. The device will be listed as “Pending”.  Select the radio button labeled “Enable the Device.” 

9. On the mobile app, use the “Back” button from the credit card screen to go back to the payment type selection screen. 

10. Select “Credit Card” again.  There will be a message saying “Credit processing enabled.” 

11. The mobile app will now be able to process credit card payments. 

 

SW DESKTOP PROCESSING 

In addition to the Processor, Auth.net Account and Auth.net Password that are required for CC processing on the mobile app, the following fields must 

be filled out in order to use the tokenizing and charging functionality in SW desktop. 

1. Enter Authorize.net API Login.   

a. In your Auth.net dashboard: Account > Settings > Security Settings > General Security Settings > API Credentials and Keys 

2. Enter Authorize.net Public Client Key 

a. In your Auth.net dashboard: Account > Settings > Security Settings > General Security Settings > Manage Public Client Key 

3. Enter Authorize.net API Transaction Key 

a. In your Auth.net dashboard: Account > Settings > Security Settings > General Security Settings > API Credentials and Keys. Transaction 

Key is generated and shown only at time of Api Login ID creation. 

4. Under Auth.Net Live or Test, Select Live 



 

 

 

 

STORE AND TOKENIZE CREDIT CARD IN CUSTOMER RECORD  

1. Open the customer record. 

2. Click on the down arrow in the Billing Panel. 



 

3. Click on the + button to add credit card information. 

            



4. Enter Credit Card info.  Be sure the expiration date is correct. 

5. Click on Save and Tokenize. 

 

6. You will receive a message in the lower left-hand corner of the screen stating that the tokenization was successful. 

7. The stored and tokenized credit card now shows in Credit Card drop-down on the customer record. 



               

CHARGE A PAYMENT TO A STORED AND TOKENIZED CREDIT CARD 

1. Open the work order that needs the credit card payment. 

2. Click on Options > Payments. 

3. Click on the + button to add a payment. 

 

 



4. Under Payment Action, select Charge Credit Card. 

 

5. Enter Payor Name and Amount. 

6. Select the Credit Card to use for payment. 

7. Click on “Charge”. 



                   

8. The payment is processed, and authorization number is updated automatically. 

       



MAKE A REFUND TO A CREDIT CARD PAYMENT 

Refunds entered using the following steps will be automatically processed in your payment gateway (Authorize.net or ePN).  

 If you have already processed the refund in the gateway, following these steps will issue a second refund for that amount to the customer’s credit 

card. If you have already processed the refund in the gateway, enter the refund manually by clicking the + button on the payment screen, selecting 

payment type of refund and entering the amount as a negative number. 

1. Open the payment to be refunded. 

2. Click on the Refund button.  Users must have the role of “Refunds” in their Access Controls on the Employee Record for the Refund button to 

be active. 

 

3. Enter the Refund amount. 



4. Click on Save. 

  


